The surge in internet, intranet and extranet technologies has provided users the convenience of connecting into a standards-based protocol network to transmit data or access applications. The widespread adoption of these technologies has also given rise to security threats and the ability to eavesdrop, impersonate, infiltrate networks and distribute computer viruses.

To help detect and mitigate these risks, firewalls, and unified threat management devices have become an important part of any corporate security program—and should be looked upon as the foundation of internetwork security, whatever the size of your business.

AT&T Premises-Based Firewall Service provides a highly functional layer of security to your company’s network.

Managed Security for Small Businesses

Potential Benefits

• Provides a fully managed end-to-end solution to help you increase your network’s security.
• May help reduce your capital investments, staffing, and maintenance expenses.
• Offers an agile security solution that can scale at the same rate as your business.

Features

• Security reporting
• Stateful inspection
• DMZ and extranet support
• Client-to-site and site-to-site VPN connectivity options
• UTM options for intrusion prevention and web filtering
• A better protected environment for companies that need to support an unlimited number of concurrent user sessions
For small business customers or locations, we can provide a fully managed single firewall that supports DMZ, extranet and VPN connectivity options using a Fortinet appliance solution.

AT&T Premises-Based Firewall Solutions

AT&T State-of-the-Art Security Network Operations Center (S/NOC)

The firewalls are actively managed and monitored by AT&T security professionals based on your unique network security policy. Security event logs are sent to the S/NOC for further analysis and alerting.

<table>
<thead>
<tr>
<th>Included in package</th>
<th>Description</th>
<th>Essential</th>
<th>Standard</th>
<th>Premium</th>
</tr>
</thead>
<tbody>
<tr>
<td>Firewall and Equipment</td>
<td>AT&amp;T Blocks Intruders; 24/7 monitoring; Fully managed Fortinet appliance</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Installation*</td>
<td>AT&amp;T assisted install</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Consulting *</td>
<td>2 hours of free security consulting</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Change Management</td>
<td>Monthly security policy updates</td>
<td>Limited</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Web Filtering</td>
<td>Prevents viruses; SPAM; Filter website access</td>
<td></td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Intrusion Detection &amp; Prevention</td>
<td>Detects any traffic</td>
<td></td>
<td>✓</td>
<td>✓</td>
</tr>
</tbody>
</table>

The powerful AT&T network supports integrated systems with a single, highly secure network with nationwide service and redundancies. Take advantage of our progressive and ever-improving network to drive innovation for your business.

To learn more about the AT&T Premises-Based Firewall Service for SMBs and other Managed Security Services, contact your AT&T sales representative today. Or visit att.com/security.